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Resources
• Templates
• Resources & Toolkits

Research Data Management & FAIR Data
• Overview of RDM
• What is FAIR Data and why should you care?
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• NIH Requirements
• Allowable Costs
• Selecting a Repository

Policy Overview
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What RDM is
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RDM

Organization Documentation

FAIR Data
What RDM is NOT

RDM is not simply putting data on a thumb 
drive, uploading it to a cloud server, or any 
other temporary means of preservation or 
storage. These are first steps, but true RDM 
requires more.

Research data management (RDM) is a broad 
concept that encompasses the organization 
and documentation of data collected and 
analyzed throughout the research process, as 
well as the effort to make that data easily 
accessible now and in the future. 
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What is FAIR Data?

2016 -- The FAIR Guiding Principles for scientific data management and stewardship is published
“There is an urgent need to improve the infrastructure 
supporting the reuse of scholarly data. A diverse set of 
stakeholders—representing academia, industry, funding 
agencies, and scholarly publishers—have come 
together to design and jointly endorse a concise and 
measurable set of principles that we refer to as the 
FAIR Data Principles. The intent is that these may act 
as a guideline for those wishing to enhance the 
reusability of their data holdings. Distinct from peer 
initiatives that focus on the human scholar, the FAIR 
Principles put specific emphasis on enhancing the 
ability of machines to automatically find and use the 
data, in addition to supporting its reuse by individuals.”

Since its publication, FAIR data principles have become best practices when sorting out what to do with data 
at the conclusion of a research project.



What is FAIR Data?
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Findable
• (meta)data are assigned a 

globally unique and persistent 
identifier

• data are described with rich 
metadata

• metadata clearly and explicitly 
include the identifier of the data 
it describes

• (meta)data are registered or 
indexed in a searchable 
resource

Accessible
• (meta)data are retrievable by 

their identifier using a 
standardized communications 
protocol

• the protocol is open, free, and 
universally implementable

• the protocol allows for an 
authentication and authorization 
procedure, where necessary

• metadata are accessible, even 
when the data are no longer 
available

Interoperable
• (meta)data use a formal, 

accessible, shared, and broadly 
applicable language for 
knowledge representation.

• (meta)data use vocabularies 
that follow FAIR principles

• (meta)data include qualified 
references to other (meta)data

Reusable
• meta(data) are richly described 

with a plurality of accurate and 
relevant attributes

• (meta)data are released with a 
clear and accessible data usage 
license

• (meta)data are associated with 
detailed provenance

• (meta)data meet domain-relevant 
community standards

The basic principle is that data should be easy to find, access and apply to future research, regardless of the circumstances. Promotion of open access and reusability 
are key with these principles.

For example, if you access a data set, but the program it was saved on no longer works, then the data is not interoperable. If the data set does not have correct 
licensing, it is not reusable. If there is a paywall, the data is not accessible.

FAIR principles are best practices, and though not universally mandatory, many funders and publishers require some form of open access regarding data.



Management & Sharing of Research Data Policy
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Highlights

• Applies to all research AND researchers at UofL

• Follow discipline-specific best practices for sharing & managing data

• Principal Investigators of research projects, are responsible for the collection, 
management and retention of research data.

• Research data must be archived for a minimum of five years 
after the conclusion of a study (for UofL; may be longer per 
FOA or journal requirements)

• Applies regardless of funding or source of support

• Adhere to FAIR data principles

• Ownership of data is governed by UofL’s Policy on Intellectual 
Property

https://louisville.edu/policies/policies-and-procedures/pageholder/pol-management-and-sharing-of-research-data
https://louisville.edu/policies/policies-and-procedures/pageholder/pol-intellectual-property
https://louisville.edu/policies/policies-and-procedures/pageholder/pol-intellectual-property


Data Management & Sharing (DMS) Policy
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Highlights

Section I. Purpose
• Establish expectations for 

DMSP’s
• Encourage FAIR data 

practices
• Sets requirement for 

prospective planning

Section II. Definitions
• Scientific Data: The recorded factual material commonly 

accepted in the scientific community as of sufficient quality to 
validate and replicate research findings, regardless of whether 
the data are used to support scholarly publications. Scientific 
data do not include laboratory notebooks, preliminary analyses, 
completed case report forms, drafts of scientific papers, plans for 
future research, peer reviews, communications with colleagues, 
or physical objects, such as laboratory specimens.

• Data Management: The process of validating, organizing, 
protecting, maintaining, and processing scientific data to ensure 
the accessibility, reliability, and quality of the scientific data for its 
users.

• Metadata: Data that provide additional information intended to 
make scientific data interpretable and reusable (e.g., date, 
independent sample and variable construction and description, 
methodology, data provenance, data transformations, any 
intermediate or descriptive observational variables).

Section III. Scope
• Applies to all research 

funded or conducted in 
whole or in part by NIH that 
generates scientific data

Section IV. Effective Date
• January 25, 2023

https://grants.nih.gov/grants/guide/notice-files/NOT-OD-21-013.html
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Continued

Section V. Requirements
• Submit a plan
• Comply with approved plan

Section VI. DMSP’s
• Generating scientific data = needing 

a DMSP
• Revisions allowed (during RPPR)

Section VII. Managing & Sharing
• Researchers are expected to maximize the appropriate 

sharing of scientific data, acknowledging legal, ethical, 
technical factors

• If you are using human subjects should outline in their plan 
how this data will be protected (privacy, participant rights, 
confidentiality, etc.)

• Data repository selection
• Preservation & sharing timelines

Section VIII. Compliance & 
Enforcement
• Plan + Award = Term & 

Condition
• Compliance determined by 

the NIH ICO (institute, 
center, or office)

Data Management & Sharing (DMS) Policy



Supplemental Information
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Data Type

Will you produce new 
data, or will you be 
acquiring data from 

another source?

General summary of 
types & estimated 

amount of data to be 
generated

Description of data to 
be preserved & shared

Brief listing of 
metadata & associated 

documentation that 
will be made 
accessible

Tools, Software, 
Code

Are specialized tools or 
programs necessary to 

access or use data?

How can specialized 
tools be accessed?

Will specialized tools 
remain available long-

term?

Standards

Always use filed-
established standards

Data formats, data 
dictionaries, data 

identifiers, & other 
data documentation

If no establish 
standards, this can be 
mentioned in the plan 
& one (such as Dublin 
Core) can be adopted

Preservation, 
Access, & Timelines

Name of 
repository(ies) where 
data will be archived

How will the data be 
findable and 
identifiable?

When will data be 
made available to 

other users and for 
how long?

Access, 
Distribution, & 

Reuse

Describe factors 
relating to access, 

distribution, & reuse

Informed consent, 
privacy, or 

confidentiality 
protections

Will human-derived 
data access  be 

controlled?

Are there any 
restrictions imposed by 

laws, regulations, 
policies, or 

existing/anticipated 
agreements?

Data Management 
& Sharing 
Oversight

Who will ensure 
compliance with the 

DMSP?

What should a DMSP include?

Specifically laid out in the 
NIH policy are 6 elements 
that must be included in a 
DMSP. Other funders may 
have other requirements, 
but these 6 are pretty 
universal with regards to 
data management and 
preservation. But double 
check your researchers 
needs.
These 6 elements can be 
used as headers in the 
document, which makes for 
easier writing and reading.



Allowable Costs
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Reasonable, allowable costs may be included in NIH budget requests when associated with:

1.Curating data and developing supporting documentation, including formatting data according to accepted 
community standards; de-identifying data; preparing metadata to foster discoverability, interpretation, and reuse; 
and formatting data for transmission to and storage at a selected repository for long-term preservation and 
access.

2.Local data management considerations, such as unique and specialized information infrastructure 
necessary to provide local management and preservation (e.g., before deposit into an established repository).

3.Preserving and sharing data through established repositories, such as data deposit fees necessary for 
making data available and accessible. For example, if a Data Management and Sharing Plan proposes 
preserving and sharing scientific data for 10 years in an established repository with a deposition fee, the cost for 
the entire 10-year period must be paid prior to the end of the period of performance. If the Plan proposes 
deposition to multiple repositories, costs associated with each proposed repository may be included.



Repositories
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NIH promotes the use of established data repositories because deposit in a quality data repository generally 
improves the FAIRness of the data.

NIH will not necessarily provide data repositories – check Funding Opportunity Announcement (FOA)

If no repository is provided in the FOA, NIH has an “if not this, then that” guide.

Regardless of which repository is selected, NIH encourages researchers to select data repositories that 
exemplify desired characteristics and and ensure that data are managed and shared in ways that are 
consistent with the FAIR data principles.



Selecting a Repository Flowchart
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NIH, ICO, or FOA identify a 
repository

Use it!
Select one based on data to 

be collected & desirable 
characteristics

Generalist or institutional 
repositories that MAKE 

DATA AVAILABLE
Discipline or data-type 

specific

Small datasets (up to 2GB)
=

Supplementary material 
(PMC)

yes no

Primary 
consideration

None 
available

Large datasets à
cloud-based repositories



Selecting a Repository (direct from the policy)
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1.For some programs and types of data, NIH and/or Institute, Center, Office (ICO) policy(ies) and Funding Opportunity 
Announcements (FOAs) identify particular data repositories (or sets of repositories) to be used to preserve and share data. For 
data generated from research subject to such policies or funded under such FOAs, researchers should use the designated data 
repository(ies).
2.For data generated from research for which no data repository is specified by NIH or the NIH ICO (as described above), 
researchers are encouraged to select a data repository that is appropriate for the data generated from the research project and is 
in accordance with the desired characteristics, taking into consideration the following guidance:
1.Primary consideration should be given to data repositories that are discipline or data-type specific to support effective data 
discovery and reuse. NIH makes a list of such data repositories available 
(see https://www.nlm.nih.gov/NIHbmic/domain_specific_repositories.html).
2.If no appropriate discipline or data-type specific repository is available, researchers should consider a variety of other potentially 
suitable data sharing options:

1. Small datasets (up to 2 GB in size) may be included as supplementary material to accompany articles submitted to 
PubMed Central (see https://www.ncbi.nlm.nih.gov/pmc/about/guidelines/#suppm).

2. Data repositories, including generalist repositories 
(see https://www.nlm.nih.gov/NIHbmic/generalist_repositories.html) or institutional repositories, that make data 
available to the larger research community, institutions, or the broader public.

3. Large datasets may benefit from cloud-based data repositories for data access, preservation, and sharing.

https://www.nlm.nih.gov/NIHbmic/domain_specific_repositories.html
https://www.ncbi.nlm.nih.gov/pmc/about/guidelines/
https://www.nlm.nih.gov/NIHbmic/generalist_repositories.html


Desirable Characteristics for Data Repositories
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Unique Persistent Identifiers: Assigns 
datasets a citable, unique persistent identifier (PID), 
such as a digital object identifier (DOI) or accession 
number, to support data discovery, reporting (e.g., of 
research progress), and research assessment (e.g., 
identifying the outputs of federally funded research). 
The unique PID points to a persistent landing page 
that remains accessible even if the dataset is de-
accessioned or no longer available.

Long-Term Sustainability: Has a plan for 
long-term management of data, including 
maintaining integrity, authenticity, and availability of 
datasets; building on a stable technical infrastructure 
and funding plans; and having contingency plans to 
ensure data are available and maintained during and 
after unforeseen events.

Metadata: Ensures datasets are accompanied by 
metadata to enable discovery, reuse, and citation of 
datasets, using schema that are appropriate to, and 
ideally widely used across, the community(ies) the 
repository serves. Domain-specific repositories would 
generally have more detailed metadata than 
generalist repositories.

Curation and Quality Assurance: 
Provides, or has a mechanism for others to 
provide, expert curation and quality assurance to 
improve the accuracy and integrity of datasets and 
metadata

Free and Easy Access: Provides broad, 
equitable, and maximally open access to datasets 
and their metadata free of charge in a timely 
manner after submission, consistent with legal and 
ethical limits required to maintain privacy and 
confidentiality, Tribal sovereignty, and protection of 
other sensitive data.

Broad and Measured Reuse: Makes 
datasets and their metadata available with 
broadest possible terms of reuse; and provides the 
ability to measure attribution, citation, and reuse 
of data (i.e., through assignment of adequate 
metadata and unique PIDs).



Desirable Characteristics for Data Repositories
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Clear Use Guidance: Provides accompanying 
documentation describing terms of dataset access and use 
(e.g., particular licenses, need for approval by a data use 
committee).

Security and Integrity: Has documented measures 
in place to meet generally accepted criteria for preventing 
unauthorized access to, modification of, or release of data, 
with levels of security that are appropriate to the sensitivity of 
data.

Confidentiality: Has documented capabilities for 
ensuring that administrative, technical, and physical 
safeguards are employed to comply with applicable 
confidentiality, risk management, and continuous monitoring 
requirements for sensitive data.

Common Format: Allows datasets and metadata 
downloaded, accessed, or exported from the repository to be 
in widely used, preferably non-proprietary, formats consistent 
with those used in the community(ies) the repository serves.

Provenance: Has mechanisms in place to record the 
origin, chain of custody, and any modifications to submitted 
datasets and metadata.

Retention Policy: Provides documentation on policies 
for data retention within the repository.



Additional Considerations When Storing Human Data
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Fidelity to Consent: Employs documented procedures to 
restrict dataset access and use to those that are consistent with 
participant consent (such as for use only within the context of research 
on a specific disease or condition) and changes in consent.

Restricted Use Compliant: Employs documented 
procedures to communicate and enforce data use restrictions, such as 
preventing reidentification or redistribution to unauthorized users.

Privacy: Implements and provides documentation of appropriate 
approaches (e.g., tiered access, credentialing of data users, security 
safeguards against potential breaches) to protect human subjects’ data 
from inappropriate access.

Plan for Breach: Has security measures that include a response 
plan for detected data breaches.

Download Control: Controls and audits access to and 
download of datasets (if download is permitted).

Violations: Has procedures for addressing violations of terms-of-
use by users and data mismanagement by the repository.

Request for Review Process: Makes use of an established 
and transparent process for reviewing data access requests.



NIH Template
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https://grants.nih.gov/grants/forms/all-forms-and-formats/data-management-and-sharing-plan-format-page
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Resources
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https://sharing.nih.gov/

https://sharing.nih.gov/


Resources
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• Templates

• Funder requirements
• Public DMP’s

• Intuitive use

Academic paper format

Use headers

Cover all necessary points

Be as descriptive as necessary

If a section is not answered, give 
reasoning

https://dmptool.org/

https://dmptool.org/


Resources
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Policy Readiness Checklist for Librarians
Data Management and Sharing Plan Checklist for Researchers
•DMSP Checklist
•extended reference (coming soon!)
Example DMS Plans
•Searchable Catalog of DMPs
•Annotated Example DMP in NIH 2023 Format
•Spreadsheet Version of DMP Catalog
•More Information
Repository Finder (coming soon!)
Glossaries
•Data Terms related to the NIH DMS Plan and Policy
•Grant Glossary for Librarians
•Grant Speak in Context

https://osf.io/uadxr/wiki/home/

https://osf.io/4e6wd
https://osf.io/awypt
https://osf.io/awypt
https://example-dms-plans.github.io/examples/
https://example-dms-plans.github.io/examples/
https://osf.io/euaty
https://osf.io/5q4ux
https://osf.io/uadxr/wiki/Example%20DMSP%20Plans/
https://osf.io/p68s2
https://osf.io/dnh35
https://osf.io/nf4wj
https://osf.io/uadxr/wiki/home/


Resources
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Ø Quick access to some of the information covered earlier

Ø My contact information

Ø Good resources for students and novice to expert researchers

https://library.louisville.edu/kornhauser/datamanagement/home

https://library.louisville.edu/kornhauser/datamanagement/home


Thank You
Dani LaPreze

502-852-3901

dani.lapreze@louisville.edu


